MODELCONVENANT   
ten behoeve van het

Werkproces Integrale Aanpak Problematische Jeugdgroepen en Groepsgedrag

# Ondergetekenden:

## Driehoekspartners

1. Gemeente […], te dezen vertegenwoordigd door burgemeester […], mede namens het college van Burgemeesters en Wethouders (gemeente);
2. Politie […], te dezen vertegenwoordigd door [politie […] van de regionale eenheid […] (politie);
3. Openbaar Ministerie, te dezen vertegenwoordigd door Hoofdofficier van Justitie […], arrondissementsparket […] (OM);

## Partners

1. […]
2. […]
3. […]

[etc.]

Tezamen genoemd ‘partners’

Gelet op hun taken: 1) de handhaving van de openbare orde en veiligheid, de coördinatie, regie en participatie bij hulpverlening en opvang en de taken op het gebied van leefbaarheid;   
2) de opsporing van strafbare feiten, handhaving van de openbare orde en hulpverlening aan hen die dit behoeven;

3) de opsporing en vervolging van strafbare feiten en het toezicht op de uitvoering van strafvonnissen;

[etc.]

# Nemen in ogenschouw dat ter uitvoering van het Werkproces Integrale Aanpak Problematische Jeugdgroepen en Groepsgedrag geldt dat:

## Aanleiding voor het opstellen van het Werkproces

* Criminaliteit, overlast, en andersoortige verstoringen een bedreiging vormen voor de openbare orde in de woon- en leefomgeving in de gemeente[n] […], hierna te noemen “problematisch groepsgedrag”;
* Vast is komen te staan dat wijken in de gemeente[n] […] worden geconfronteerd met dit groepsgedrag;
* De hierboven genoemde partners op het gebied van de veiligheid en leefbaarheid, hierna te noemen “partners”, een veilige en leefbare woon- en leefomgeving tot stand willen brengen;
* Partners gebaat zijn bij de uitvoering van het Werkproces als borging, zodat allen kunnen vertrouwen dat situaties van problematisch groepsgedrag in gezamenlijkheid worden aangepakt;
* Hiervoor afstemming op basis van uitwisseling van informatie tussen de partners noodzakelijk is, ieder vanuit zijn/haar eigen taakveld, bevoegdheden en verantwoordelijkheden.

## Informatie-uitwisseling

* Partners binnen deze samenwerking gehouden zijn aan strikte wet- en regelgeving met betrekking tot de bescherming van persoonsgegevens, waarbij met name de bepalingen gesteld bij of krachtens de Wet bescherming persoonsgegevens, de Wet politiegegevens en de Wet justitiële en strafvorderlijke gegevens van belang zijn.
* Partners zich ervan bewust zijn dat zij bij het uitwisselen van gegevens gehouden zijn te voldoen aan geheimhoudingsplichten én aan verplichtingen die voortvloeien uit beroepscodes die gelden voor de eigen organisatie;
* Partners zich realiseren dat gezocht moet worden naar een evenwicht tussen het algemeen belang van gegevensuitwisseling om problematisch groepsgedrag terug te dringen en het belang van de betrokkene bij bescherming van zijn of haar persoonlijke levenssfeer;
* Partners zich ervan bewust zijn dat bij het verwerken van persoonsgegevens sprake moet zijn van doelbinding en dat ook subsidiariteit en proportionaliteit afgewogen worden.

# Komen als volgt overeen:

# Artikel 1 Samenwerking

Partners werken samen in de aanpak van problematisch groepsgedrag en gaan daartoe een samenwerkingsverband aan. In dit convenant en het daarbij gevoegde werkproces zijn de uitgangspunten en voorwaarden voor deze samenwerking beschreven.

# Artikel 2 Begripsbepalingen

In dit convenant wordt verstaan onder:

* **Werkproces**: het Werkproces Integrale Aanpak Problematische Jeugdgroepen en Groepsgedrag waaraan dit convenant ten grondslag ligt (hierna: Werkproces).
* **Driehoekspartners:** gemeente, politie en het OM.
* **Partner**: iedere deelnemer aan het Werkproces en daarmee ondertekenaar van dit convenant.
* **Ketenoverleg**: het overleg horend bij het Werkproces waarin in kaart wordt gebracht of, en zo ja, welke bestuursrechtelijke, strafrechtelijke en privaatrechtelijke instrumenten worden ingezet om de overlast van betrokkenen terug te brengen.
* **Groepsaanpak:** de integrale aanpak van problematische jeugdgroepen/-netwerken die in beeld worden gebracht, met het doel te komen tot een samenhangend geheel van interventies dat er op is gericht dat het gedrag van de jongeren zodanig wordt omgebogen dat criminaliteit en overlast door de jongeren vermindert , hun sociale positie versterkt en hen perspectief biedt, de negatieve groepsdynamiek verstoord wordt en aanwas voorkomen wordt.
* **Groepsscan:** een inventarisatie-instrument van de politie waarin overlast, criminaliteit en zorgsignalen rondom (leden van) jeugdgroepen en/of jeugdnetwerken grotendeels automatisch op basis van politie-informatie en ‘zachte’ input van de wijkagent in kaart wordt gebracht.
* **Problematisch groepsgedrag**: gedrag van de leden van een jeugdgroep dat de openbare orde, sociale norm en veiligheid verstoort, overlast veroorzaakt, en/of crimineel van aard is. Onder jeugdgroepen vallen ook fluïde netwerken en los-vaste groepen.
* **Plan van Aanpak:** schriftelijke rapportage waarin problematisch gedrag wordt geduid en waarin wordt aangegeven op welke manier het problematisch gedrag van een specifiek(e) jeugdgroep of -netwerk aangepakt zal worden. Maatregelen richten zich op de groep (als geheel) en/of het individu (en diens omgeving).
* **Persoonsgegeven**: elk gegeven betreffende een geïdentificeerde of identificeerbare natuurlijke persoon.
* **Bijzondere persoonsgegevens**: persoonsgegevens betreffende iemands godsdienst of levensovertuiging, ras, politieke gezindheid, gezondheid, seksuele leven, strafrechtelijke persoonsgegevens en persoonsgegevens betreffende een door de rechter opgelegd verbod naar aanleiding van onrechtmatig of hinderlijke gedrag.
* **Verantwoordelijke**:de verantwoordelijke voor de verwerking van de persoonsgegevens.
* **Ontvanger**: degene aan wie de persoonsgegevens worden verstrekt.
* **Betrokkene**: degene op wie een persoonsgegeven betrekking heeft.
* **Bestand**: elk gestructureerd geheel van persoonsgegevens dat volgens bepaalde criteria toegankelijk is en betrekking heeft op verschillende personen.
* **Derde**:ieder, niet zijnde betrokkene, de verantwoordelijke, de bewerker, of enig persoon die onder rechtstreeks gezag van de verantwoordelijke of de bewerker gemachtigd is om de gegevens te verwerken.
* **Bewerker**: degene die in opdracht van de verantwoordelijke persoonsgegevens verwerkt.
* **Verwerking van persoonsgegevens**: elke handeling of elk geheel van handelingen met betrekking tot persoonsgegevens, waaronderin ieder geval het verzamelen, vastleggen, ordenen, bewaren, bijwerken, wijzigen, opvragen, raadplegen, gebruiken, verstrekken door middel van doorzending, verspreiding of enige andere vorm van terbeschikkingstelling, samenbrengen, met elkaar in verband brengen, alsmede het afschermen, uitwissen of vernietigen van gegevens.
* **Verstrekken van persoonsgegevens**: het bekend maken of ter beschikking stellen van persoonsgegevens.
* **Ontvangen van persoonsgegevens**: het verkrijgen van persoonsgegevens.

# Artikel 3 Doel(en) van de samenwerking en verwerking persoonsgegevens

3.1 Het samenwerkingsverband waar dit convenant betrekking op heeft, heeft tot doel:

1. Het op effectieve en integrale wijze aanpakken en terugdringen criminaliteit en overlast door de jongeren, hun sociale positie versterken en hen perspectief bieden, de negatieve groepsdynamiek verstoren en aanwas voorkomen.

3.2. De bovenstaande doelen worden bereikt door uitvoering te geven aan het Werkproces. Dit convenant ligt ten grondslag aan dit Werkproces.

3.3 Ter uitvoering van dit convenant worden persoonsgegevens uitgewisseld zoals beschreven in het Werkproces.

# Artikel 4 Verantwoordelijke voor de gegevensverwerking

4.1 Partners zijn zelfstandig verantwoordelijk voor de verwerking van persoonsgegevens daar waar het de uitoefening van hun eigen (publiekrechtelijke) taken binnen de samenwerking betreft.

[KIES EEN VAN DE TWEE ONDERSTAANDE OPTIES]

[4.2 Partners zijn mede-verantwoordelijke voor de verwerking van persoonsgegevens in het kader van het faciliteren van deze samenwerking. Partijen stellen uit hun midden een uitvoeringscoördinator aan die de samenwerking faciliteert. Deze uitvoeringscoördinator functioneert als eerste aanspreekpunt voor de betrokkene.

4.2 Partners wijzen voor de uitvoering van het Werkproces [naam organisatie] aan als gemeenschappelijk verantwoordelijke. Deze partner is uitvoeringscoördinator, vormt het aanspreekpunt voor de betrokkene en geeft invulling aan de eisen die de Wet bescherming persoonsgegevens stelt aan de verantwoordelijke.]

4.3 De in artikel 4.2 benoemde partner verwerkt persoonsgegevens die in het kader van deze samenwerking zijn verstrekt uitsluitend ten behoeve van de doeleinden zoals omschreven in artikel 3.1 en nader uitgewerkt in het Werkproces.

# Artikel 5 Informatie-uitwisseling en geheimhouding

5.1. De uitgewisselde informatie heeft een vertrouwelijk karakter. Ieder die op grond van dit convenant kennisneemt van persoonsgegevens, is verplicht tot geheimhouding daarvan, tenzij uit de wet en/of dit convenant een bevoegdheid of plicht tot de verstrekking van persoonsgegevens voortvloeit.

5.2. Partners nemen de benodigde technische en organisatorische maatregelen om de vertrouwelijkheid van de persoonsgegevens te waarborgen.

5.3. Uitwisseling van informatie, het maken van afspraken tussen de partners over de aanpak en de terugkoppeling over de uitvoering gebeurt:

* In overleggen tijdens de aanpak van een groep: per groep organiseert de uitvoeringscoördinator een overleg tussen betrokken partners bij de groepsaanpak. Tijdens dit overleg worden de stand van zaken en de ontwikkelingen in de aanpak van de betreffende groep besproken. Ook wordt op regelmatige basis gekeken naar het aantal leden van de groep, de ingezette maatregelen en het voorkomen van nieuwe aanwas. De partners in dit overleg nemen slechts kennis van persoonsgegevens van andere partners voor zover dit noodzakelijk is ter beoordeling van de situatie en/of om te komen tot een adequaat integraal beeld;
* In overleg over individuele groepsleden: wanneer de aanpak van individuele groepsleden - als onderdeel van de groepsaanpak- wordt besproken, worden enkel de partners uitgenodigd die zijn betrokken bij het betreffende individu en deze partners grondslag en noodzaak hebben om het overleg bij te wonen.

# Artikel 6 Rechten van de betrokkene

**6.1 Recht op inzage, afschrift en informatie**

6.1.1. De notificatie van de individuele groepsleden geschiedt direct na het besluit van de driehoekspartners om persoonsgegevens over de groepsleden te verzamelen en uit te wisselen.

6.1.2. Iedere betrokkene heeft recht op inzage in en afschrift van de gegevens die op hem betrekking hebben, behoudens de beperkingen bij de wet gesteld. Iedere betrokkene kan de verantwoordelijke schriftelijk vragen of over hem persoonsgegevens op basis van dit convenant en het bijbehorende Werkproces worden verwerkt.

6.1.3. De verantwoordelijke biedt de betrokkene inzage of afschrift en/of deelt de betrokkene binnen vier weken na een daartoe strekkend verzoek schriftelijk mede of er persoonsgegevens over hem worden verwerkt, behoudens de beperkingen bij de wet gesteld. Indien zodanige gegevens worden verwerkt, bevat de mededeling een volledig overzicht daarvan in begrijpelijke vorm, een omschrijving van het doel van de verwerking, de categorieën van gegevens waarop de verwerking betrekking heeft, de ontvangers van de persoonsgegevens en de beschikbare informatie over de herkomst van de gegevens.

6.1.4. Inzage en afschrift zoals bedoeld in 6.1.1 en/of het overzicht zoals bedoeld in lid 6.1.2 kunnen alleen worden geweigerd voor zover dit noodzakelijk is in het belang van:

a. de veiligheid van de staat;

b. de voorkoming, opsporing of vervolging van strafbare feiten;

c. gewichtige economische en financiële belangen van de Staat en van andere openbare lichamen;

d. het toezicht op de naleving van wettelijke voorschriften die zijn gesteld ten behoeve van de belangen zoals bedoeld onder b en c.

e. de bescherming van de betrokkenen of van rechten of vrijheden van anderen.

6.1.5 Een weigering tot inzage op grond van artikel 6.1.4 wordt gemotiveerd medegedeeld aan de betrokkene.

**6.2 Correctierecht**

6.2.1. De betrokkeneaan wie op grond van artikel 6.1 inzage of afschrift is verleend, of aan wie bekend is gemaakt dat persoonsgegevens over hem verwerkt worden, kan de verantwoordelijke verzoeken deze te verbeteren, aan te vullen, te verwijderen, of af te schermen indien deze feitelijk onjuist zijn, voor het doel van de verwerking onvolledig of niet ter zake dienend, dan wel anderszins in strijd met een wettelijk voorschrift worden verwerkt. Het verzoek bevat de aan te brengen wijzigingen.

6.2.2. De verantwoordelijke bericht binnen vier weken na ontvangst van het verzoek schriftelijk of, dan wel in hoeverre, hij aan het verzoek voldoet. Een weigering is met redenen omkleed.

6.2.3. De verantwoordelijke draagt er zorg voor dat een beslissing tot verbetering, aanvulling, verwijdering of afscherming zo spoedig mogelijk wordt uitgevoerd en dat deze ook bekend wordt gemaakt aan de partners.

6.2.4 Een weigering tot correctie of verwijdering op grond van artikel 6.2.2 wordt gemotiveerd medegedeeld aan de betrokkene.

**6.3 Verzet**

6.3.1. De betrokkene kan te allen tijde, in verband met zijn persoonlijke omstandigheden, bij de verantwoordelijke schriftelijk verzet aantekenen tegen de verwerking van zijn persoonsgegevens op grond van dit convenant.

6.3.2. De verantwoordelijke bericht binnen vier weken na ontvangst van het verzet, of hij dit verzet gerechtvaardigd acht en tot welke maatregelen het verzet eventueel heeft geleid.

# Artikel 7 Klachtrecht

7.1. Onverminderd de rechten die de betrokkene worden toegekend in de Wet bescherming persoonsgegevens en in andere wetgeving, kan de betrokkene schriftelijk een klacht indienen bij de verantwoordelijke indien hij meent dat zijn persoonsgegevens door de verantwoordelijke of door de partners zijn verwerkt op een wijze die in strijd is met de wet of dit convenant.

7.2. Na ontvangst van de klacht onderzoekt de verantwoordelijke welke partner(s) betrokken is/zijn bij de gedraging waarop de klacht zich richt.

7.3. Indien de klacht zich naar het oordeel van de verantwoordelijke richt op een gedraging van één partner, zendt de verantwoordelijke de klacht door aan de klachtencommissie van de betreffende partner met een verzoek de klacht in behandeling te nemen. Een afschrift van dit verzoek zendt de verantwoordelijke aan de betrokkene. Op de klachtbehandeling zijn de bepalingen van toepassing die bij de betreffende partner voor klachtbehandeling gelden.

7.4. Indien de klacht zich naar het oordeel van de verantwoordelijke richt op een gedraging van twee of meer partners, nodigt de verantwoordelijke vertegenwoordigers van de verschillende partners uit om zitting te nemen in een ad-hoc in te stellen gemeenschappelijke klachtencommissie onder leiding van de verantwoordelijke zodat gemeenschappelijke klachtbehandeling plaatsvindt.

7.5. De verantwoordelijke bericht binnen vier weken na ontvangst van de klacht zoals bedoeld in lid 4, mede namens het bevoegd gezag van de bij de klacht betrokken partners, of hij de klacht al dan niet gegrond acht en of, en zo ja tot welke, maatregelen de klacht heeft geleid.

# Artikel 8 Melding van verwerking van persoonsgegevens

Voordat verwerking van persoonsgegevens ten behoeve van de aanpak van problematische groepsgedrag plaatsvindt, wordt de verwerking door de verantwoordelijke gemeld bij de Autoriteit Persoonsgegevens.

# Artikel 9 Beveiligingsincidenten en datalekken

9.1 Als onderdeel van de op partners rustende verplichtingen ter zake van de beveiliging van de persoonsgegevens, zal iedere partner procedures in stand houden die er op gericht zijn om beveiligingsincidenten en datalekken redelijkerwijs te detecteren en daarop actie te ondernemen, daaronder begrepen maatregelen tot herstel. Partner zal hierbij de Richtsnoeren van de Autoriteit Persoonsgegevens in acht nemen.

9.2 Waar relevant voor de samenwerking stelt iedere partner de overige partners in kennis van een inbreuk op de beveiliging zoals uiteengezet in dit artikel.

9.3 De kennisgeving aan verantwoordelijk omvat in ieder geval:

1. de aard van de inbreuk;
2. de instanties waar meer informatie over de inbreuk kan worden verkregen;
3. de aanbevolen maatregelen om de negatieve gevolgen van de inbreuk te beperken;
4. de geconstateerde en de vermoedelijke gevolgen van de inbreuk voor de verwerking van de Persoonsgegevens en de maatregelen die de partner heeft getroffen of voorstelt te treffen om deze gevolgen te verhelpen.

9.4 Met betrekking tot beveiligingsincidenten en datalekken zoals bedoeld onder 9.1 spant een partner waar een datalek zich heeft voorgedaan welke gevolgen kan hebben voor de samenwerking of één of meer daarbij betrokken partners zich in, om ondersteuning te bieden die redelijkerwijs van de partner kan worden verwacht, inclusief het verschaffen van voldoende informatie en ondersteuning met betrekking tot onderzoeken van de toezichthouder:

1. Om de inbreuk te herstellen en te onderzoeken en toekomstige inbreuken te voorkomen;
2. Om de impact van de inbreuk op de privacy van de betrokkene(n) te beperken; en/of
3. Om de schade van verantwoordelijk als gevolg van de inbreuk te beperken.

# Artikel 10 Beveiliging en continuïteit

Iedere partner draagt zorg voor de vertrouwelijkheid, integriteit en beschikbaarheid van de persoonsgegevens. Hiertoe treft de partner afdoende technische en organisatorische maatregelen ten behoeve van de beveiliging van de persoonsgegevens en de verwerkingen daarvan. Deze maatregelen garanderen, rekening houdend met de stand van de techniek en de kosten van de tenuitvoerlegging, een passend beveiligingsniveau gelet op de risico's die de verwerking en de aard van te beschermen gegevens met zich meebrengen. De maatregelen zijn er mede op gericht onnodige verzameling en verdere verwerking van persoonsgegevens te voorkomen. Partner zal hierbij de Richtsnoeren van de Autoriteit Persoonsgegevens in acht nemen.

# Artikel 11 Geschillen

Partners zullen in geval van problemen of geschillen bij de uitleg of uitvoering van deze overeenkomst zich tot het uiterste inspannen om in goed overleg tot overeenstemming ter zake te komen.

# Artikel 12 Wijziging en inwerkingtreding

12.1 Wijziging of aanvulling van dit reglement vindt slechts plaats na gezamenlijke besluitvorming door de betrokken convenantpartners en met inachtneming van de door de wetgever gestelde regels.

12.2 Dit convenant is overeengekomen en treedt in werking op [datum].

Driehoekspartners

Namens de gemeente […], Burgemeester […]

Namens de politie […], […]

Namens het Openbaar Ministerie, arrondissement […], Hoofdofficier van Justitie […]

En

Partners  
[…]

[…]

[…]

[Etc.]